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The threat of information security incidents is climbing. Risk management authorities must consider their mitigation strategy in relation to the state-of-the-art threat landscape, existing security frameworks and global regulations to strategically manage these risks.

With the rapid increasing threats of information security, I intend to cover the prevalence, complexity and severity of high-risk attacks. According to latest reports, headlines have demonstrated a very high varied spectrum of attack methods. as well as the accompanying reputational damage.

Today’s growing network of connectivity only increases information risk, leaving organizations exposed and unprepared. This culminates to a massive Reputational, Technological damage and leading debt. This culminates the conglomerates to go through an ever-lasting impact of breach, legal liabilities, audit, probation, financial fines and deficit.

Due to above factors, few organizations have now started to take step towards handling information security incidents. As the second line of defense against information risk, ERM (Enterprise Resource Planning) is responsible for overseeing and mitigating risk. Risk management authorities are now assessing the threat landscape. Based on risk factors, risk authorities submit their assessment to higher management. This helps the critical decision takers to allot their financial and infrastructural resources to security flaws based on their risks whilst considering which information security framework fits best into their organization’s operations and strategy. Recent government regulations and compliance has become stringent which essentially asks the organizations to release breach disclosures on public records.

I intend to survey through the following research articles, public documents and government compliances.
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